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Abstract—Visible watermarking techniques are proposed to 

secure digital data against unauthorized attacks. These 

techniques protect data from illegal access and use. In this work, 

a multi visible watermarking technique that allows embedding 

different types of markers into different types of background 

images has been proposed It also allows adding multiple markers 

on the same background image with different sizes, positions and 

opacity levels without any interference. The proposed technique 

improves the flexibility issues of visible watermarking and helps 

in increasing the security levels. A visible watermarking system is 

designed to implement the proposed technique. The system 

facilitates single and multiple watermarking as illustrated in the 

proposed technique. Experimental results indicate that the 

proposed technique applies visible watermarking successfully. 
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I. INTRODUCTION 

Digital data distribution is widely spread due to the rapid 
growth of networks and internet communications in the recent 
years. The trend of moving from traditional libraries to digital 
libraries is growing day after day. The availability of digital 
data- such as images, sounds, videos, and e-books- may lead 
to slick illegal duplication or distribution; so it should be 
protected by contractual and intellectual property rights. 

To regulate copyright issues and to prevent unauthorized 
use, the concept of digital watermarking has evolved over the 
past few years. It basically depends on embedding a digital 
signal with information that cannot be easily removed [12]. 
Generally, digital watermarking is the process of hiding any 
digital message –usually called marker or watermark- into a 
digital media. The embedded message may be either visible or 
invisible. When dealing with images, it is common to embed 
digital marker image or text into digital host image such as 
textual data about the author, or copyright image. The main 
goal of image watermarking is to protect confidentiality, 
integrity, availability and authenticity of images [15] taking 
into consideration that watermarking process should not affect 
the quality of original and watermarked image. 

According to human perception, image watermarking 
techniques can be divided into three types [16]: Visible 
watermark, invisible watermark, and dual watermark. Visible 
watermarking is a semi-transparent text or image (i.e. the 
marker) that is overlaid on the original image where the 
watermark is visible to the viewer. The used watermark often 

contains name or logo of company or copyright information 
that identifies the owner of the original image. When adding a 
visible watermark, it is important to take into consideration 
that the marker should be difficult to remove; i.e. removing 
the watermark should be more costly than purchasing the 
original image from the owner. In invisible watermarking the 
watermark is added to the original image in a way that no 
modifications are noticed; i.e. the watermark is hidden in the 
image and can be retrieved by some mathematical calculations 
to prove ownership. Dual watermarking is the combination of 
visible and invisible watermark where invisible watermark is 
used as a backup for the visible watermark. 

Some desirable properties should be applied on 
watermarking process to get the intended goals [8]. These 
properties include effectiveness (i.e. the watermark should be 
detective), quality of watermarked image, watermark size, and 
watermark robustness [15] against attacks. 

Watermarking has many applications where the issues of 
security and ownership preservation are vital. It is applied in 
owner identification, copy and usage control [17] [4], 
broadcast monitoring, medical applications, fingerprinting, 
and military applications. 

In this work, a visible watermarking technique for 
embedding different types of multi watermarks into 
background images is proposed. 

The paper is organized as follows: Section 2 presents 
related work and previous proposed techniques. The proposed 
multi visible watermarking technique is discussed in section 3. 
Visible watermarking system that implements the proposed 
technique is presented in section 4. In section 5 the results are 
reported and appropriate discussion is made. Finally, the paper 
is closed with a conclusion in section 6. 

II. RELATED WORK 

Many techniques and methodologies were proposed for 
visible and invisible watermarking. In this section, we outline 
some visible watermarking techniques as mentioned in the 
literature. Mohanty et al. [14] presented a visible 
watermarking scheme that is applied to the original image in 
the DCT domain based on a developed mathematical model. 
They have also proposed a modification to increase the 
robustness of the watermark. Tamilselvi et al. [6] proposed a 
methodology based on DCT modification of original image 
with respect to watermark image. The watermarking is done in 
frequency domain using compound mapping function. The 
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results showed that the proposed watermarking process is 
secure against possible attacks. Parvathavarthini et al. [13] 
proposed a watermarking scheme using Hadamard transform 
based on a calculated scaling factor of the image. Hadamard 
transform was used due to its robustness against attacks. The 
value of scaling factor was controlled by a control parameter. 
The proposed scheme proved its efficiency by experimental 
results and performance analysis. Jose et al. [3] suggested a 
new approach for lossless visible watermarking using one to 
one compound mapping. Two types of applications are were 
proposed, opaque monochrome watermarks and non-
uniformly translucent full color watermarks. 

A new method was proposed by Bhaisare et al. [9] for 
visible watermarking for lossless image recovery capability 
based on one-to-one compound mappings. The methodology 
was designed to embed different types of visible watermarks 
into images. Majeed et al. [10] presented a large scale 
integration (VLSI) architecture for implementing two visible 
digital image watermarking schemes. The authors designed a 
watermarking chip that can be integrated within a digital 
camera. The integrated chip can have two different types of 
watermarking capabilities in spatial domain. Kumar et al. [7] 
presented a method based on the use of deterministic one-to-
one compound mappings of image pixel values to watermark 
visible watermarks on original images. Park and Kim [5] 
proposed a watermarking technique using digital seal image 
(i.e. a binary image) as a marker. The authors showed how to 
construct a verifiable seal image and how to apply it to the 
original image. Biswas et al. [2] suggested a methodology for 
adding watermarks to medical images in Region of Non-
Interest (RONI) to guarantee correct diagnosis. The selection 
of RONI was based on Fuzzy C-Means segmentation and 
Harris corner detection. Watermark embedding was based on 
alpha blending technique. Chen et al. [1] presented a wavelet 
based visible watermarking scheme that partitioned the 
original image to four similar images. The partitioned images 
were classified into two sets: fixed set (FS) and water marked 
set (WS). Wavelet transform was applied on the partitioned 
images for embedding watermark image. 

Most of the presented related works do not present 
embedding different types of markers into different types of 
background images, and adding multi markers on the same 
background image. 

III. THE PROPOSED MULTI VISIBLE  WATERMARKING 

METHODOLOGY 

The proposed technique allows adding multiple markers 
on the same background image by selecting different positions 
for hiding the markers and preventing any interference 
between them. It allows hiding markers with different 
transparency degrees using different opacity levels. Repeating 
any marker with different size, position, and opacity is also 
allowed. 

There is no restriction to use a specific type of images for 
marker and background images. Different types of images can 
be used (i.e. binary, gray, and RGB). Any combination of 
marker and background images is valid; for example RGB 
background may contain binary, gray, or RGB markers. On 

the other side, gray background may contain binary, gray, or 
RGB markers and so on. 

Suppose that we tend to hide image 1(marker image) in 
image 2 (background image).The proposed technique is based 
on the following: 

1) Store the state of images. The stored state indicates 

images types (i.e. binary, grayscale, or RGB). 

2) Resize watermark image to suitable size smaller than 

the original image size. 

3) The position where the marker image will be inserted is 

specified. This position represents the center point of the 

marker image. According to the center point, the start point 

(i.e. the top-left corner) and the end point (i.e. the bottom-right 

corner) are calculated. This is to check that the marker will not 

exceed the boundaries of the background image. 
If the start or the end points are outside the background 

image, the insertion position will be modified to be within the 
boundaries of the background image. 

4) Store number of channels for each image depending on 

its type; i.e. three channels for RGB image, and one channel 

for gray or binary image. This is because embedding marker 

image into background image is based on merging the 

corresponding channels. 

5) Marker image is added with a specific level of 

transparency (i.e. opacity). Opacity values can be between 0-1. 

Transparency is usually not considered to be a blending mode. 

Transparency is just a combination of the multiply and 

addition blending modes; it takes a percentage of the 

foreground (i.e. marker image) and adds it to the 

complementary percentage of the background image. Thus, if 

we want the value of the foreground to be 75% opaque, 

multiply the foreground by 0.75 and the background by (1-

0.75) and add the two values. 
The proposed technique applies the following transparency 

equation (1) [11]: 

                      K=n*A+ (1-n)*B                                   (1) 

where K refers to the output image, n refers to opacity 
value, A refers to the marker image and B refers to the 
background image. 

6) After applying this equation the final result (output 

image) will be converted to RGB image. This is to view and 

preserve all colors in the combined images (i.e. marker and 

background images). For example, suppose we have binary 

marker embedded into RGB image, if final image is stored as 

binary or gray, colors in RGB are not preserved. On the other 

side, suppose we have binary marker embedded into gray 

image, there is no problem to store final image as RGB as it 

will preserve colors in binary and gray images. 

7) Finally, The width, the height, the size and the position 

of the marker image are stored. This helps in adding new 

markers without any conflict (i.e. markers interference). This 

will be explained in details in the next section. 
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IV. VISIBLE WATERMARKING SYSTEM 

A visible watermarking system is designed using Matlab 
7.8.0 (R2009a) to implement the proposed technique. The 
system facilitates loading marker and background images. It 
allows the user to choose marker position by specifying X and 
Y coordinates. The user can also determine the opacity and the 
size of the added marker image. Fig 1 shows the main screen 
of visible watermarking system. 

 

Fig. 1. Visible watermarking system 

The system provides the following functionalities: 

- Background and marker images selection and loading. 

- Marker’s position selection (i.e. center point). The user 
can determine the position using mouse. By this, the values of 
X and Y coordinates will be determined automatically. 
Coordinates values can be also entered manually. 

- Opacity value selection within the range of (0-1). The 
value of 0, means that the marker will not appear in the 
background image at all (i.e. invisible watermarking). The 
value of 1 means that the marker will replace the selected part 
of the background image. The values between 0 and 1 will 
view the marker in a transparent mode. 

- Marker size determination. User can choose one of the 
following sizes: (50X50, 100X100, 150X150, 175X175, and 
200X200). If the selected marker size is greater than the 
background image, the user will be notified to choose another 
smaller size. 

The user should apply all the specified options to get the 
final result (i.e. the watermarked image). When applying 
watermarking process, it is common that the user needs to 
rollback and go back to the previous state. To make this 
applicable, the system saves all watermarking steps in a stack. 
When the user clicks the rollback button, the system will 
remove the latest watermarking step. If the user chooses to roll 
back again, the watermarking step before the latest one will be 
removed and so on. When the user chooses another 
background image the stack will be cleared. 

The user can add another marker(s) to the watermarked 
image. The system prevents markers overlapping by storing 

the position and the size for each added marker. When the user 
adds a new marker, the system compares the current position 
and size with all markers added before, if any interference 
occurs the user will be notified. 

Markers overlapping can occur in two cases: 

1) The user selects the same X and Y coordinates for an 

added marker on the background image. 

2) The user selects different coordinates but unexpected 

part of the new marker overlaps an added marker. In this case, 

the user needs to make sure that the new selected position is 

away enough from other marker images around the selected 

position for the added marker. 

V. RESULTS AND DISCUSSION 

This section presents the experimental results of the 
proposed technique. The functionality of the implemented 
system is tested by performing watermarking on number of 
test images. Marker and background test images are of various 
types and sizes. 

The proposed technique applies visible watermarking 
successfully on test images. 

Fig 2 shows sample of some results of embedding different 
types of markers into background images where (a) shows 
RGB marker embedded into RGB background image, (b) 
shows RGB marker embedded into binary background, (c) 
shows grayscale marker embedded into grayscale image, and 
(d) shows binary marker embedded into grayscale image. 

The proposed technique also allows embedding multiple 
markers into the same background image with no interference. 
Fig 3 shows an example. Also embedding repeated marker 
with different size and positions is also allowed. Fig 4 
illustrates an example using camera man as a marker. 

 

Fig. 2. Sample of some results of the proposed technique 
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Fig. 3. Embedding multiple markers into the same background image 

 

Fig. 4. An example of adding repeated marker with different size and 

positions 

VI. CONCLUSION 

A multi visible watermarking technique has been 
proposed. The proposed technique has presented adding 
different types of images into different types of background 
images. Embedding multiple markers on the same background 
image with no interference has been also proposed. Multi 
visible watermarking technique is based on storing the state of 
images (images types), resizing marker image to suitable size 
smaller than the original image size, determining insertion 
position of marker image, embedding marker image with 
background image based on number of channels using 
transparency equation, and storing width, height, and position 
of the marker image to prevent markers interference in the 
case of adding many markers. A visible system has been also 
designed to implement the proposed technique. The system 
provides many functionalities to allow single and multiple 
watermarking with different sizes, positions, and opacity 
levels. 

For future work, we aim to embed animated watermarks. 
We also tend to expand the functionalities of the designed 
system to allow the user to enter the desired watermark as a 
text and embed this text into background image 
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